**Informativa ai sensi dell’art. 13 Regolamento Generale sulla Protezione dei Dati (UE) 2016/679 relativa al trattamento dei dati personali dei dipendenti**

Pila S.p.A. (di seguito, la “Società”), in qualità di Titolare del trattamento, La informa, ai sensi dell'art. 13 del Regolamento (UE) 679/2016 (“GDPR” o “Regolamento”), che i dati personali raccolti in sede di instaurazione del rapporto di lavoro ed in costanza di esso, saranno trattati nel rispetto delle disposizioni legislative e contrattuali vigenti per le finalità e con le modalità di seguito indicate.

1. **Titolare del trattamento.** Titolare del trattamento dei dati comunicati per l’acquisto di titoli di trasporto è la Pila S.p.A. con sede in Gressan (AO) Frazione Pila n. 16 in persona del Presidente del Consiglio di Amministrazione e Legale Rappresentante *pro tempore*.
2. **Responsabile della protezione dei dati.** La Società, in adempimento a quanto previsto dall'art. 37 GDPR 2016/679, ha provveduto a nominare un Responsabile della Protezione dei Dati. I dati di contatto del RPD sono pubblicati sul sito istituzionale della Società [www.pila.it](http://www.pila.it) sezione “*privacy*” – “*contatti RPD*”.
3. **Soggetti autorizzati al trattamento.** I dipendenti di Pila S.p.A. i quali effettuano attività di trattamento dati sono stati a ciò espressamente autorizzati a norma dell’art. 29 GDPR 2016/679. L’atto di autorizzazione contiene uno specifico impegno alla riservatezza nonché precise istruzioni e limitazioni – in base alla mansione svolta – riguardo la tipologia di informazioni visionabili e le modalità con cui effettuare le attività di trattamento. Tra i soggetti autorizzati al trattamento rientrano, secondo quanto previsto dal parere del Garante per la Protezione dei Dati Personali recante prot. U. 0017347 emesso in data 21 maggio 2020, i Componenti l’Organismo di Vigilanza di cui all’articolo 6 D.Lgs. 8 giugno 2001 n. 231.
4. **Fonte dei dati personali.** I dati personali trattati dalla Società sono raccolti di norma direttamente presso l’interessato o, in alternativa, possono provenire da società di intermediazione di personale o organismi per il collocamento occupazionale. Tutti i dati personali vengono trattati nel rispetto del Regolamento (UE) 2016/679 e degli obblighi di riservatezza.
5. **Finalità del trattamento e base giuridica che lo legittima.**

|  |
| --- |
| **Finalità del trattamento e base giuridica del trattamento dei dati personali comuni** |
| 1 | Adempimento degli obblighi connessi alla gestione del rapporto di lavoro previsti da Leggi, da Regolamenti ovvero dalla normativa comunitaria, da disposizioni impartite da Autorità a ciò legittimate dalla Legge e da organi di vigilanza e controllo (in particolare previsti dalla normativa in materia di previdenza ed assistenza anche integrativa, in materia di salute e sicurezza sul lavoro, in materia fiscale, di tutela dell’ordine e della sicurezza pubblica, in relazione agli obblighi previsti dal CCNL e dagli accordi collettivi applicabili nonché dal contratto individuale di lavoro). | il trattamento è necessario per eseguire gli obblighi derivanti dal contratto di lavoro e per adempiere agli obblighi previsti dalla legge ai sensi dell’**articolo 6.1 lettere b) e c**) Regolamento (UE) 2016/679 ovvero per dare seguito a specifiche richieste dell’interessato r non richiede il consenso degli interessati) |
| 2 | Adempimento degli obblighi connessi al trattamento giuridico ed economico del personale, tenuta della contabilità e corresponsione di stipendi, assegni, altri emolumenti o benefici accessori se applicabili, nonché per tutti gli atti per i quali ci conferisce apposito mandato e per altre finalità strettamente connesse o strumentali alla gestione del rapporto di lavoro con la Società. |
| 3 | Archiviazione dei dati e degli esiti dell’*iter* di selezione, qualificazione, valutazione professionale dei dipendenti e formazione e programmazione delle attività aziendali. | il trattamento può avvalersi dalla base giuridica prevista dall’**articolo 6.1, lett. f)** del Regolamento (UE) 2016/679 (trattamento necessario per il perseguimento di un legittimo interesse del Titolare del trattamento) e non richiede il consenso degli interessati |
| 4 | Gestione del contenzioso e tutela dei diritti della Società, ivi inclusa la gestione delle relazioni sindacali e dei rapporti con le associazioni di categoria. |
| 5 | Gestione delle risorse informatiche e attrezzature aziendali della Società, assegnate o meno in uso esclusivo al dipendente (quali, a titolo di esempio, archiviazione di dati, creazione di profili informatici come *login*, *e-mail*, verifiche dei *log*, etc.). |
| 6 | Controllo accessi e presenze tramite *badge*; lo strumento consegnato registra gli orari di ingresso ed uscita e trasmette i dati al sistema informatico di Pila S.p.A. senza rilevare dati antropobiometrici e senza consentire il monitoraggio, la registrazione o la memorizzazione dei movimenti all'interno della sede della Società. Il trattamento dei dati raccolti è finalizzato alla rilevazione delle presenze ed alla verifica del rispetto dell'orario di lavoro; in caso di accertate violazioni gli stessi possono essere utilizzati per l'applicazione di sanzioni disciplinari.  |
| 7 | Gestione e manutenzione della sicurezza del patrimonio e anche al fine di prevenire possibili pregiudizi per la Società derivanti da accessi abusivi o trattamenti illeciti di dati, commissione di reati, etc., ivi incluse verifiche, ispezioni ed *audit* interni. Nel caso in cui il dipendente sia impiegato in attività di soccorso sulle piste, la Società potrà trattare le informazioni di geolocalizzazione satellitare contenute nell’apparecchio eventualmente fornito in dotazione del dipendente. L’installazione del sistema di localizzazione satellitare Gps è in questo caso strettamente funzionale a rendere la prestazione lavorativa. |
| 8 | Videosorveglianza per la tutela del patrimonio aziendale, per la sicurezza del lavoro nonché per esigenze organizzative e produttive. Tale trattamento è conforme alla normativa applicabile di cui all’art. 4 della Legge 300/1970 come da informativa estesa pubblicata sul sito istituzionale della Società [www.pila.it](http://www.pila.it) sezione “*privacy*” |
| 9 | Pubblicazione delle immagini/video su siti *Internet* o *intranet* aziendali ovvero collegati alla Società nonché su documentazione aziendale allo scopo di completare la presentazione della Società o pubblicare immagini relative a eventi/promozioni/iniziative | Finalità per cui è richiesto il consenso, ai sensi dell’**articolo 6.1 lettera a)** del Regolamento (UE) 2016/679: |
| **Finalità del trattamento e base giuridica del trattamento dei dati personali particolari di cui all’art. 9 Regolamento (UE) 2016/679** (quali ad esempio: dati idonei a rivelare lo stato di salute per anticipazione del TFR per motivi di salute; dati relativi all'inidoneità al lavoro per l'assegnazione a specifiche mansioni o esposizioni a fattori di rischio; dati concernenti l'inabilità al lavoro ai fini della fruizione dell'assegno per il nucleo familiare, certificazioni mediche quali quelle di maternità, di infortunio o assicurative; dati idonei a rivelare l'adesione ad un sindacato al fine di fruire di permessi etc.; dati idonei a rivelare l'adesione ad un partito politico al fine della richiesta di permessi o di aspettative per rivestire cariche pubbliche elettive; dati idonei a rivelare le convinzioni religiose, qualora Lei abbia chiesto, ai sensi delle vigenti disposizioni di legge, di fruire di festività religiose diverse da quelle cattoliche). |
| 10 | Per adempiere o per esigere l'adempimento di specifici obblighi o per eseguire specifici compiti previsti dalla normativa comunitaria, da Leggi, da Regolamenti o da contratti collettivi, in particolare ai fini dell'instaurazione, gestione ed estinzione del rapporto di lavoro, nonché del riconoscimento di agevolazioni ovvero dell'erogazione di contributi, dell'applicazione della normativa in materia di previdenza ed assistenza anche integrativa, o, anche ai fini assicurativi, in materia di salute e sicurezza del lavoro e di malattie professionali | il trattamento è necessario per eseguire gli obblighi di legge derivanti dal contratto di lavoro e per adempiere agli obblighi previsti dalla legge, ai sensi dell’**articolo 9.2 lettera b)** del Regolamento (UE) 2016/679 e non richiede il consenso degli interessati |
| 11 | Anche fuori dei casi di cui al punto 10 che precede, in conformità alla Legge e per scopi determinati e legittimi, per finalità fiscali, contabili o retributive |
| 12 | Per la salvaguardia della vita o dell'incolumità fisica del lavoratore o di un terzo | il trattamento può avvalersi di specifica ipotesi di esonero del consenso prevista dal Regolamento **articolo 9.2 lett. c)** e non ne prevede quindi il rilascio |
| I dati di natura particolare, concernenti lo stato di salute, che tratta il Medico competente nell’espletamento dei compiti previsti dal D.Lgs. 9 aprile 2008 n. 81 e dalle altre disposizioni in materia di salute e sicurezza nei luoghi di lavoro, per l’effettuazione degli accertamenti medici preventivi e periodici, verranno trattati presso il Datore di lavoro esclusivamente dallo stesso medico quale autonomo titolare del trattamento. Il medico comunicherà alla Società i soli giudizi sull’inidoneità del lavoratore |

1. **Dati personali di terzi**. Con riferimento ai dati personali (anche particolari) riferibili ai familiari dell’interessato, essi vengono trattati, quando necessario, esclusivamente per finalità inerenti l’espletamento di obblighi amministrativi, contabili e fiscali relativi alle normali pratiche attinenti al rapporto di lavoro tra l’interessato e la Società. Per tali finalità non occorre il consenso poiché il trattamento è necessario, rispettivamente, per eseguire gli obblighi derivanti dal contratto di lavoro e per adempiere agli obblighi previsti dalla Legge. È compito dell'interessato comunicare i contenuti della presente informativa ai propri familiari.
2. ***Whistleblowing***. Nell’ambito della gestione della segnalazione degli illeciti prevista dal Modello di organizzazione, gestione e controllo e dal Piano Triennale di Prevenzione della Corruzione adottati dalla Società, rispettivamente, ai sensi dell’art. 6 D.Lgs. 8 giugno 2001 n. 231 e della Legge 6 novembre 2012 n. 190, Pila S.p.A. potrebbe raccogliere e trattare i Dati da Lei direttamente forniti, in particolare: (i) i dati anagrafici e identificativi (es. nome, cognome); (ii) i dati di contatto (es. telefono, *emai*l); (iii) in generale, i dati forniti dal segnalante al fine di rappresentare le presunte condotte illecite delle quali sia venuto a conoscenza. Nel caso in cui il segnalante si avvalga della possibilità di procedere in forma anonima, i dati saranno raccolti e trattati, per conto della Società, al fine di anonimizzarli, dal fornitore del servizio di segnalazione, nominato come Responsabile esterno del trattamento ai sensi dell’art. 28 Regolamento (UE) 2016/679.

Ai fini della gestione della segnalazione, il Titolare potrebbe venire a conoscenza e trattare potenzialmente anche dati particolari ai sensi dell’art. 9 Regolamento (UE) 2016/679

La base giuridica del trattamento consiste nell’interesse legittimo del Titolare di contrastare condotte illecite o irregolarità, violazioni di norme, azioni suscettibili di arrecare pregiudizio patrimoniale o di immagine aziendale e di dotarsi di un sistema di segnalazioni per adempiere all’obbligo di legge previsto dalla normativa di cui alla Legge 30 novembre 2017 n. 179, per accertare la veridicità della segnalazione e per svolgere ogni attività necessaria per la gestione della stessa e l’adozione dei conseguenti provvedimenti.

1. **Modalità di trattamento e natura del conferimento.** Il trattamento dei dati avviene nel rispetto delle disposizioni legislative e contrattuali applicabili e vigenti. I dati personali saranno trattati dal Titolare e da incaricati al trattamento con sistemi informatici (e manuali) secondo i principi di correttezza, lealtà e trasparenza previsti dalla normativa applicabile in materia di protezione dei dati personali e tutelando la riservatezza del dipendente ed i suoi diritti mediante l’adozione di idonee misure tecniche ed organizzative per garantire un livello di sicurezza adeguato ai sensi dell’art. 32 del Regolamento (UE) 2016/679. Con riferimento agli strumenti informatici, le applicazioni utilizzate sono installate sia al fine di proteggere la rete aziendale, sia per svolgere l’attività lavorativa, nel rispetto della *policy* aziendale per l’utilizzo dei pc, posta elettronica, intranet ed internet, a cui ci si richiama integralmente. Il conferimento e l’aggiornamento di alcuni dei dati personali del lavoratore è obbligatorio in base a normative vigenti (in materia fiscale, assistenziale, previdenziale, a tutela della salute dei lavoratori sui luoghi di lavoro, etc.). Senza tali dati, non sarà possibile instaurare o - in talune circostanze - proseguire il rapporto di lavoro. Il conferimento di dati personali diversi da quelli precedenti (quali, ad esempio, le eventuali riproduzioni visive dell'immagine del lavoratore raccolte a fini diversi da quello della sicurezza aziendale) è facoltativo, non essendo imposto da obblighi di legge o di contratto collettivo. L'eventuale rifiuto di fornire questi dati non pregiudica il rapporto lavorativo, ancorché comporti l’impossibilità di dar corso al rapporto per il quale sono richiesti, ovvero l’esecuzione in modo difforme dalle aspettative o esigenze del lavoratore.
2. **Periodo di conservazione dei dati**. I dati personali saranno conservati nel rispetto degli obblighi civilistici e fiscali (ad esempio obbligo civilistico di conservare le scritture contabili e ulteriore corrispondenza aziendale per 10 anni); i dati potranno pertanto essere conservati anche dopo la cessazione del rapporto di lavoro per l’espletamento di tutti gli adempimenti di legge connessi o derivanti dal rapporto di lavoro, per il tempo stabilito dalla legge italiana per l’esercizio dei propri diritti (art. 2947 ss. c.c.). In particolare, al fine di consentire il diritto di prelazione nell’assunzione di personale che sia già stato dipendente della Società, i dati saranno sempre conservati per tre anni successivi alla cessazione del rapporto di lavoro.
3. **Comunicazione dei dati.** I dati potranno essere comunicati per le finalità sopra specificate alle seguenti categorie di titolari del trattamento: enti pubblici (INPS, INAIL, INL, Uffici fiscali), fondi o casse anche private di previdenza complementare e assistenza, compagnie assicurative, istituti di credito (per l'accreditamento dello stipendio e di eventuali altri pagamenti dovuti), organizzazioni sindacali cui il lavoratore abbia conferito specifico mandato, fondi integrativi, ai Componenti gli Organi di controllo della Società (Collegio Sindacale, Società incaricata della revisione legale dei conti, ecc.), forze di polizia o autorità giudiziaria, autorità competenti, società e/o istituzioni (per la partecipazione ad attività di formazione), soggetti per i quali la comunicazione sia dovuta per legge, consulenti e liberi professionisti anche in forma associata (avvocati, commercialisti, consulenti del lavoro).

La Società si avvale di soggetti terzi per la prestazione di alcuni servizi che comportano il trattamento dei dati personali, con i quali sono stipulati contratti di appalto o servizi. Tali soggetti agiscono sulla base delle istruzioni della Società, quali responsabili del trattamento sulla base di appositi accordi contrattuali.

1. **Diffusione dei dati e trasferimento extra UE.** I dati raccolti non sono soggetti a diffusione, salvo eventuali immagini che potranno essere utilizzate, previo suo consenso, per comunicazione mediante canali digitali o altri media a fini di promozione dei servizi e prodotti della Società.

I dati non sono oggetto di diffusione e di trasferimento fuori dall’Unione Europea. Tuttavia, ove per specifiche esigenze del Titolare fosse necessario trasferire i dati verso paesi situati fuori dall’UE, il Titolare si impegna a garantire livelli di tutela e salvaguardia adeguati secondo le norme applicabili, ivi inclusa la stipulazione di clausole contrattuali tipo.

**DIRITTI ESERCITABILI DAGLI INTERESSATI**

 Pila S.p.A garantisce agli interessati l’esercizio del **diritto di accesso** ai sensi dell’art. 15 GDPR 2016/679 e, ove applicabili, dei **diritti di rettifica** (art. 16 GDPR 2016/679), **cancellazione** (art. 17 GDPR 2016/679), **limitazione di trattamento** (art. 18 GDPR 2016/679), **portabilità dei dati** (art. 20 GDPR 2016/679), di **opposizione al trattamento** (art. 21 GDPR 2016/679) e di **revoca del consenso**. Fatto salvo ogni altro ricorso amministrativo o giurisdizionale, qualora dovesse ritenere che il trattamento dei dati venga effettuato in violazione del GDPR 2016/679 ovvero del D.Lgs. 30 giugno 2006 n. 196 così come modificato dal D.Lgs. 10 agosto 2018 n. 101, ogni interessato ha diritto di proporre reclamo al Garante per la protezione dei dati personali seguendo le procedure e le indicazioni pubblicate sul sito *web* ufficiale dell’Autorità [www.garanteprivacy.it](http://www.garanteprivacy.it).

 Le richieste inerenti all’esercizio dei diritti sopra esposti devono essere inviate in forma scritta, a mezzo raccomandata, presso la sede della Società ovvero mediante comunicazione al Responsabile Protezione Dati (all’indirizzo riportato in [www.pila.it](http://www.pila.it) , sezione “info e contatti” – “*privacy”*)

 Il termine per le risposte alle istanze relative all’esercizio dei diritti di cui ai punti da I. a IV. è di 30 (trenta) giorni estensibili sino a 3 (tre) mesi in caso di particolare complessità (valutata dal Titolare del trattamento).